Dear members,

Your privacy is very important to the European Supply Chain Forum. We comply with the privacy law. This means that your information is safe with us and that we will always use your data properly. We want to explain in this privacy statement how we will handle the information that we receive from you.

1. Processing of personal information
   - Used in distribution list
     - Invitations to events by ESCF or ESCF communities
     - E-mails for appointments, research projects and placement of students
     - Newsletters, best practices and other related news and research news, e.g. TU Eindhoven, Stanford University, Tias School for Business and Society
     - For mutual coordination, we use a cloud-based CMS system, for which we have privacy agreements with our supplier.

2. Passing on information to third parties
   - We do not share personal data with third parties
     - Information from third parties. We will send this out ourselves if relevant;
     - We will contact people to ask permission to share information with members;
     - The ESCF website makes use of analytic cookies and login support;
     - The ESCF website adds login data for members on request;
     - For links to other sites on the ESCF website, the same privacy rules from the site apply.

3. Rights pertaining to collecting personal data
   - You have the right to view your data. You may ask ESCF which data has been registered and what it is being used for.
   - You have the right to have data corrected, changed, or added to if it is incorrect or incomplete. The changes will then be added to the information ESCF has collected.
   - You have the right to ask who has gained access to your information.
   - In certain legal cases, you have the right to have your information removed.
   - You have the right to object to the processing of your personal data by ESCF.
   - You have the right to lodge a complaint against ESCF with a supervisory organ.
   - If you have personally given permission for the use of your personal data, you may always retract your permission.
   - If you want to make use of these right’s you may send a mail about this to escf@tue.nl.
4. **Objection period**

ESCF does not save your personal information longer than is necessary for the execution of their services, unless they are legally obliged to keep your data longer. When ESCF no longer needs your data and there is no legal or other necessity to save them, the data is removed from the ESCF systems after two years (or your information will be made irreducible to you). ESCF also processes your data in Hubspot.com.

5. **Security**

ESCF has taken suitable technical and organisational measures to ensure the protection of your personal information against loss or illegal processing, including saving that information in secure databases with encrypted passwords and secure back-ups. There are risks involved in processing your personal data on the Internet, even with the use of all possible security measures by ESCF. This is inherent to the use of the Internet in social traffic.

6. **Changes**

ESCF reserves the right to change this Privacy Statement. We will keep you informed of any changes. The latest version will be published on the website [www.escf.nl](http://www.escf.nl). Continued membership of ESCF after changes, means that you agree to the changed Privacy Statement.

7. **Contact**

In case of any questions, suggestions or complaints about this Privacy Statement or other aspects of our services, please contact escf@tue.nl.